0 @110 & n 1 %0 n*d ololo ok Dilo 1 joTo @16 1:5101 0 ? 1
qd&égnn? ? ]_inmn }qg @pnueon e )
lo @ 110 3 :];;'b
4190 110 4 oq0 a0 16 § o
Baseline Security o & 0.0, . /
aseline Security 0 4 0.

Secure Cognltlon ;, 00
ool 1 olog U 0.0 1 ol
10 {'}d 00 10 il}m 11 0 04
01+ % a 1 0y
0.0 0 C 00,10
00 @ ) Woi 1 1]&*

o000 0 511“% .
D11 0 3 0 Uqﬂ
{% & .

1 0

1111y
mul]] [

& !
=
S p ]
""-:”"";:1.'3'1'1'
=E=1 L
SR l-a=Y RN -~ [-w e
=

et

1
0
1
1

1

4]__}
110
0,
11-
Qﬂ
1{1

G

= —

=
_-IA
OO =D =D =-0 00

. 5139;:_#::@
D RO OO
-}

===l =1= 1=

e E e ST e vo
=0 QU P Qi e €

] -*

CO=HOQO=DOoOOODO =D O

"."_F'l.‘:'r""t'c"’:'"'_ﬂ‘
(B e ek Pt ) et kgt [ et O e T bt

D O TP S
(-

=1
I
L=

MBU Secure Cognition MBU Secure Cognition secures all your devices—from roaming
secures all your endpoints endpoints such as laptops in a coffee shop to point-of-sale systems.
It allows you to continuously monitor each endpoint for potential
threats and enforce compliance with security, regulatory and opera-
tional policies. It even works in remote locations with low or no
bandwidth.

using smart technologies

If your organization is like most, you have a diverse mix of
devices—desktops, laptops, servers, point-of sale systems and
more—connected to your corporate network, and only a handful of
these devices run on the same platform. In fact, it's commonplace
for organizations to have a half-dozen solutions to perform different
tasks such as patching, asset discovery and inventory, OS deploy-
ment and software deployment.

. MyBlueUmbrella
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Endpoint Security

Real-time situational awareness and incident response! There is an
ever-changing diversity of endpoints connecting to your corporate
network, and many of them are non-compliant or rogue devices over
which you have had no visibility or control until now.

Baseline Security — Server

* A.l. based AV w Pro-active Monitoring 24/7/365

+ SandBlast Agent (Threat Prevention, Anti-ransom,
Forensics)

* Access/Data Security: Access Control, Secure Media &
Documents

+ Password Policy & Management

* 2FA

Baseline Security - Network Firewall

* Access Control, Data Protection, Multi-Layer Security
» Advanced Threat Protection

* External 3rd Party DNS Filtering

Baseline Security - Personal Devices
- SandBlast Agent (Threat Prevention, Anti-ransom, Forensics)
* Access/Data Security: Access Control, Secure Media & Documents
* Anti-Spam
* Malicious Content Control
* Password Policy & Management
« Content Filtering and Internet Control (Cisco Umbrella)
* Internet Restrictions
* Remote Access
* 2FA
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